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Application
No. Docket No. Applicant Regulation(s) Affected Nature of Exemption Thereof

12184–N ..... RSPA–1998–
4886

Weldship Corporation,
Bethlehem, PA.

49 CFR
173.302(c)92)(3)(4),
173.34(e)(1), (3), (4), &
(6).

To authorize the acoustic emission retesting and in-
ternal inspection of DOT 3A and DOT 3AA tubes
in lieu of hydrostatic test. (modes 1, 3).

12185–N ..... RSPA–1998–
4888

Dyno Nobel Inc., Salt
Lake City, UT.

49 CFR 171.14, 172.62,
173.56.

To authorize the one-time shipment in commerce of
waste explosives that have not been approved
and/or are in unapproved packaging. (mode 1)

12186–N ..... RSPA–1998–
4891

Martinair Holland V.A.,
Amsterdam.

49 CFR 172.101, Col.
(9B), 173.27(b)(2),
175.30(a)(1).

To authorize the transportation in commerce of Divi-
sion 1.1 explosives that are forbidden for shipment
by or in quantities greater than those prescribed
for shipment by air. (mode 4).

12187–N ..... RSPA–1998–
4887

Sexton Can Co., Inc.,
Cambridge, MA.

49 CFR 173.304(a),
175.3, 178.65.

To authorize the manufacture, marking and sale of
non-DOT specification cylinders for use in trans-
porting certain Division 2.2 material. (modes 1, 2,
3, 4).

12190–N ..... RSPA–1998–
4876

Indiana Michigan Power
Co., Buchanan, MI.

49 CFR 173.403 ............... To authorize the transportation in commerce of
steam generators which contain small quantities of
Class 7 radioactive material. (modes 1, 2).

12191–N ..... RSPA–1998–
4875

Van Hool N.V., Belgium ... 49 CFR 178.170–5 ........... To authorize the manufacture, marking and sale of
non-DOT specification steel portable tanks con-
forming to DOT Specification IM101 for use in
transporting various classes of hazardous mate-
rials presently authorized to be transported in
IM101. (modes 1, 2, 3).

12194–N ..... RSPA–1998–
4889

Air Products & Chemicals,
Inc., Allentown, PA.

49 CFR 172.102, SP, T34
Code.

To authorize the transportation in commerce of di-
methylamine solutions over 40% and up to 65% in
IM 101 tanks that exceed the quantity limitations
as presently authorized. (modes 1, 2, 3).

[FR Doc. 98–33897 Filed 12–22–98; 8:45 am]
BILLING CODE 4910–60–M

DEPARTMENT OF THE TREASURY

Inspector General for Tax
Administration

Privacy Act of 1974: Computer
Matching Program

AGENCY: Inspector General for Tax
Administration, Treasury.
ACTION: Notice.

SUMMARY: Pursuant to 5 U.S.C. 552a, the
Privacy Act of 1974, as amended, and
the Office of Management and Budget
(OMB) Guidelines on the Conduct of
Matching Programs, notice is hereby
given of the conduct of a Treasury
Inspector General for Tax
Administration (TIGTA) program of
computer matches in the Internal
Revenue Service.
EFFECTIVE DATE: January 22, 1999.
ADDRESSES: Comments or inquiries may
be mailed to the Treasury Inspector
General for Tax Administration, 1111
Constitution Avenue, NW, Washington,
DC 20224.
FOR FURTHER INFORMATION CONTACT:
Director, Centralized Case Development
Center, Treasury Inspector General for
Tax Administration, (513) 684–2559.
SUPPLEMENTARY INFORMATION: The
Internal Revenue Restructuring and

Reform Act of 1998 (Pub. L. 105–206,
section 1103, 112 Stat. 730 (July 22,
1998)) transfers the powers of the Office
of Chief Inspector to the Treasury
Inspector General for Tax
Administration. The Office of Chief
Inspector (IRS Inspection Service)
maintained three Computer Matching
Agreements. One consolidated
agreement will replace the three existing
agreements maintained by the Office of
Chief Inspector.

Internal Revenue Service management
is responsible for discouraging the
perpetration of irregular or illegal acts
and limiting any exposure if an integrity
breach occurs. The Office of Treasury
Inspector General for Tax
Administration will assist IRS
management in achieving this objective
by enhancing its conventional audit and
investigative activities with a program
of computer matches.

One IRS organizational strategy is to
ensure public confidence in the
integrity of the IRS by a dedication to
the highest ethical standards. One of the
ways the Treasury Inspector General for
Tax Administration’s Office intends to
support this objective is by providing
IRS management an assessment of the
organization’s ethical environment
through a comprehensive Integrity
Program, which includes detecting and
deterring unauthorized access to
taxpayer records.

Computer matching is the most
feasible method of performing

comprehensive analysis of employee,
taxpayer, and tax administration data
because of the large number of
employees, the geographical dispersion
of IRS offices, and the tremendous
volume of computerized data that is
available for analysis.

NAME OF SOURCE AGENCY: Internal
Revenue Service.

NAME OF RECIPIENT AGENCY: Treasury
Inspector General for Tax
Administration.

BEGINNING AND COMPLETION DATES: This
program of computer matches is
expected to commence on January 18,
1999 but not earlier than the fortieth day
after copies of the Computer Matching
Agreement are provided to the Congress
unless comments dictate otherwise. The
program of computer matches is
expected to conclude on July 31, 2000,
or at the end of the eighteenth month
after the beginning date.

PURPOSE: This program is designed to
deter and detect fraud, waste, and abuse
in Internal Revenue Service programs
and operations by identifying
employees who have violated or are
violating laws, rules, or regulations
related to their employment and to
search for indicators of fraud sufficient
to warrant investigation. Specifically,
this program of matches supports the
Treasury Inspector General for Tax
Administration’s efforts to detect
unauthorized access to taxpayer records.
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AUTHORITY: 5 U.S.C. 301, 26 U.S.C. 7213,
7214, 7608, 7801, 7802, 7803, 18 U.S.C.
1030; and Reorganization Plan No. 1 of
1952, pursuant to section 7804(a) of the
Internal Revenue Code of 1986. The
Computer Security Act of 1987 (Pub. L.
100–235). The Federal Manager’s
Financial Integrity Act (FMFIA) (PL 97–
255). Executive Order 12674 of April 12,
1989, entitled, ‘‘Principles of Ethical
Conduct for Government Officers and
Employees.’’ OMB Circular A–130,
‘‘Management of Federal Information
Resources,’’ and OMB Circular A–123,
‘‘Management Accountability and
Control.’’
CATEGORIES OF INDIVIDUALS COVERED:
Current and former employees of the
Internal Revenue Service.
CATEGORIES OF RECORDS COVERED:
Included in this program of computer
matches are 26 Treasury or Internal
Revenue Service systems. Systems not
previously included in a Computer
Matching Agreement of the Office of
Chief Inspector include: FinCEN
Database [Treasury DO.200], Suspicious
Activity Reporting System [Treasury
DO.212], Bank Secrecy Act Reporting
System [Treasury DO.213], Unified
System for Time and Appeals Records
[Treasury/IRS 44.003], and Treasury
Integrated Financial Management and
Revenue System [Treasury DO.210]
which replaces Travel Expense Records
[Treasury/IRS 32.001].

Records contained in the 26 systems
include:

Information related to employee
identification and personnel
information: Treasury Integrated
Management Information System
(TIMIS) [Treasury/DO .002], General
Personnel and Payroll Records
[Treasury/IRS 36.003], Individual
Return Master File (IRMF) [Treasury/
IRS 22.061], Treasury Integrated
Financial Management and Revenue
System [Treasury DO.210].

Information related to computer
inquiries and IRS information systems:
Integrated Data Retrieval System (IDRS)
security files [Treasury/IRS 34.018]
Individual Returns Files, Adjustments
and Miscellaneous Documents Files
[Treasury/IRS 22.034].

Information relating to taxpayers, tax
returns, and tax return information:
Individual Master File (IMF) [Treasury/
IRS 24.030], Business Master File (BMF)
[Treasury/IRS 24.046], Debtor Master
File [Treasury/IRS 24.070].

Information not uniquely pertaining
to an Internal Revenue Service
employee but that could possibly
establish a relationship between an
employee and a fraudulent activity:
Suspicious Activity Reporting System

[Treasury DO.212], Bank Secrecy Act
Reports System [Treasury DO.213], Lien
Files (Open and Closed) [Treasury/IRS
26.009], Acquired Property Records
[Treasury/IRS 26.001], Record 21,
Record of Seizure and Sale of Real
Property [Treasury/IRS 26.014].

Dated: December 16, 1998.
Shelia Y. McCann,
Deputy Assistant Secretary (Administration).
[FR Doc. 98–33906 Filed 12–22–98; 8:45 am]
BILLING CODE 4810–25–P

DEPARTMENT OF VETERANS
AFFAIRS

[OMB Control No. 2900–0027]

Proposed Information Collection
Activity: Proposed Collection;
Comment Request

AGENCY: Veterans Benefits
Administration, Department of Veterans
Affairs.
ACTION: Notice.

SUMMARY: The Veterans Benefits
Administration (VBA), Department of
Veterans Affairs (VA), is announcing an
opportunity for public comment on the
proposed collection of certain
information by the agency. Under the
Paperwork Reduction Act (PRA) of
1995, Federal agencies are required to
publish notice in the Federal Register
concerning each proposed collection of
information, including each proposed
reinstatement for a previously approved
collection for which approval has
expired, and allow 60 days for public
comment in response to the notice. This
notice solicits comments on the
information needed to determine
eligibility for accrued benefits withheld
during a veteran’s hospitalization or
domiciliary care.
DATES: Written comments and
recommendations on the proposed
collection of information should be
received on or before February 23, 1999.
ADDRESSES: Submit written comments
on the collection of information to
Nancy J. Kessinger, Veterans Benefits
Administration (20S52), Department of
Veterans Affairs, 810 Vermont Avenue,
NW., Washington, DC 20420. Please
refer to ‘‘OMB Control No. 2900–0027’’
in any correspondence.
FOR FURTHER INFORMATION CONTACT:
Nancy J. Kessinger at (202) 273–7079 or
FAX (202) 275–5947.
SUPPLEMENTARY INFORMATION: Under the
PRA of 1995 (Public Law 104–13; 44
U.S.C., 3501–3520), Federal agencies
must obtain approval from the Office of
Management and Budget (OMB) for each

collection of information they conduct
or sponsor. This request for comment is
being made pursuant to Section
3506(c)(2)(A) of the PRA.

With respect to the following
collection of information, VBA invites
comments on: (1) Whether the proposed
collection of information is necessary
for the proper performance of VBA’s
functions, including whether the
information will have practical utility;
(2) the accuracy of VBA’s estimate of the
burden of the proposed collection of
information; (3) ways to enhance the
quality, utility, and clarity of the
information to be collected; and (4)
ways to minimize the burden of the
collection of information on
respondents, including through the use
of automated collection techniques or
the use of other forms of information
technology.

Title: Application for Accrued
Benefits by Veteran’s Surviving Spouse,
Child, or Dependent Parent, VA Form
21–551.

OMB Control Number: 2900–0027.
Type of Review: Reinstatement,

without change, for a previously
approved collection for which approval
has expired.

Abstract: The form is used to apply
for accrued benefits withheld during a
veteran’s hospitalization or domiciliary
care. The information is used by VBA to
determine a claimant’s entitlement to
such benefits.

Affected Public: Individuals or
households.

Estimated Annual Burden: 33 hours.
Estimated Average Burden Per

Respondent: 20 minutes.
Frequency of Response: One time for

most beneficiaries.
Estimated Number of Respondents:

100.
Dated: November 12, 1998.
By direction of the Secretary.

Barbara H. Epps,
Management Analyst, Information
Management Service.
[FR Doc. 98–33955 Filed 12–22–98; 8:45 am]
BILLING CODE 8320–01–P

DEPARTMENT OF VETERANS
AFFAIRS

[OMB Control No. 2900–0324]

Proposed Information Collection
Activity: Proposed Collection;
Comment Request

AGENCY: Veterans Benefits
Administration, Department of Veterans
Affairs.
ACTION: Notice.
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